Don’t Be the Link
In a Fraud Chain!

Fraudsters are actively targeting individuals by offering easy money
in exchange for allowing their Bank accounts for transferring funds.

Remember, your Bank account is your Responsibility —
allowing criminals to use it makes YOU a part of their crime.

#doNotbeAmule

é’a-‘.@uco BANK

(YRS ARBR BT IUHH) (A Govt. of India Undertaking)

AT U f39aTA BT Honours Your Trust

CISO OFFICE




“I thought it was a part of the job!”
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se of iteracy / education without any commercial purpose intended" €

Fraudsters contact victims via social media, unverified job
portals, or unsolicited emails/messages, offering "quick
Income,” "work-from-home jobs," or "business partnerships.”

Recognize the Red Flags

Promi?c,in_g high Asking for money Unsolicited Job
commission for transfer to multiple Offering Quick &
simple tasks unknown accounts Easy Income

STAY ALERT.. STAY SECURE

#doNotbeAmule



Never allow anyone else to use
your Bank Account.

Do not fransfer money to multiple
unknown accounts without
understanding the purpose &
legitimacy of the transaction.

Avoid sharing Bank account
details, personal, sensitive or
financial information with strangers
or third parties.

“Easy Money? Think Again!”
#doNotbeAmule
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Report suspicious communications or cyber fraud immediately !

t CHAKSHU Portal Cyber Crime Helpline ¥ Online Complaint
www.sancharsaathi.gov.in g 1 930 www.cybercrime.gov.in
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